Attack: Son métodos mediante los cuales se intenta causar un daño, desestabilizar o tomar control de un sistema informático y este se realiza mediante otro sistema informático. (7)

Intento de destruir, exponer, alterar, deshabilitar, robar u obtener acceso no autorizado para tener acceso a un activo.

Asset: Es la información que se maneja dentro de un sistema la cual puede ser información de un negocio. (7)

* Cualquier cosa que tiene valor para la empresa.
* Información.
* Software.
* Dispositivos físicos.
* Servicios.
* Personas, habilidades y experiencias.
* Reputación e imagen de la empresa.

Mitigation: Es la reducción de los riesgos que puede haber en un sistema informatico, es decir tratar de reducirlos para evitar perdida de información, robo de la misma, etc. (9).

Risk: Combinacion de la probabilidad de un evento y sus consecuencias.
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Threat: Causa potencial de un incidente no deseado, el cual resulta en
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Significa la administración de riegos, la cual incluye políticas, procedimientos, practicas o estructuras organizacionales, las cuales pueden ser administrativas, técnicas, administrativas o de naturaleza legal.